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SCVP CLIENT TEST TOOL CHANGE LOG 

 
1.0.0  
 Initial Release Version. 

 
1.1.0 
 Shows all types of the errors expected as per the GSA_EP_CCV_ReqResp_Profiles_v1.4.0 
 Fixed issues so as to enable the installation and use of the tool in FDCC User mode. 
 Added a LDAP CRL fetch utility. 
 Fixed issue in parsing of the DEFAULT value in CVResponse. 

 
1.2.0 
 Optional scvp request parameters can now be passed as “NULL” to be able to not override these settings 

on the server. 
 Removed right-click of run test. 
 Fixed another issue in parsing of the ASN1 DEFAULT value in CVResponse. 
 Replaced the responder.cer signer trust anchor certificate with newer one from the CCV server which 

includes the SCVP signing OID (1.3.6.1.5.5.7.3.15) 
 
2.0.0 
 Added new functionality to generate RSA keypair, Certificate signing request and PKCS12 file. 
 Validation Policy field in Request Parameter configuration is now editable to allow passing other 

policies. 


